Information Security Consultant –JD 
· Overall experience of 7-8 years in Infrastructure network domain and minimum relevant 5 years experience in infrastructure security domain.
· [bookmark: _GoBack]To find the most efficient way to protect the system, networks, software, data and information systems against any potential attacks.
· To implement vulnerability testing, threat analyses, and security checks.
· To perform the research on cyber security criteria, security systems, and validation procedures.
· To successfully manage meetings with IT departments to fix specific internet safety problems.
· To calculate accurate cost estimations and categorize integration issues for IT project teams.
· To plan and design healthy security architectures for any IT project.
· To investigate and provide security solutions using business standard analysis criteria.
· To deliver technical reports and official papers relating to test findings.
· To give professional supervision and guidance to security teams.
· To update and upgrade security systems as required.
· Monitoring security access
· Conducting security assessments through vulnerability testing and risk analysis
· Performing both internal and external security audits
· Analyzing security breaches to identify the root cause
· Continuously updating the company’s incident response and disaster recovery plans
· Verifying the security of third-party vendors and collaborating with them to meet security requirements

